SOLVEREDU.COM ONLINE UYGULAMASININ GIZLIiLIK POLITIKASI

§1
GENEL HUKUMLER
Uygulama araciligiyla toplanan kisisel verilerin yoneticisi, merkezi Wroctaw, ul. Zdrowa
22/7a, 53-511 Wroctaw adresinde bulunan Solveredu sp. z o.0.'dur. Sirket, Ulusal
Mahkeme Siciline KRS 0001157555 numarasiyla kayitlidir, NIP: 8971949662, REGON:
541013535, e-posta adresi: solveredu@solveredu.com, telefon numarasi: +48 508 203
666 olup, bundan sonra "Yonetici" ve ayni zamanda "Hizmet Saglayici" olarak anilacaktir.

. Veri Sorumlusu tarafindan Uygulama araciligiyla toplanan kisisel veriler, Avrupa

Parlamentosu ve Konseyi'nin 27 Nisan 2016 tarihli ve (AB) 2016/679 sayil kigisel verilerin
islenmesi ve bu tir verilerin serbest dolasimi ile ilgili olarak gercek kisilerin korunmasi ve
95/46/WE sayil Direktifin (Genel Veri Koruma Ydnetmeligi) yurirlikten kaldiriimasina
iliskin Yonetmeligi uyarinca islenmektedir. bundan bdyle GDPR olarak anilacaktir .

Bu Gizlilik Politikasinda kullanilan buydk harfle yazilmig terimler, Uygulama Hukim ve
Kosullarinin "Tanimlar" bélimunde belirtilen anlama sahip olacaktir.

§2
ISLENEN KISISEL VERILERIN TURU, VERI TOPLAMANIN AMACI VE KAPSAMI

ISLEMENIN AMACI VE YASAL DAYANAGI. Veri Sorumlusu, Uygulama Kullanicilarinin

kisisel verilerini agsagidaki durumlarda isler:

1.1. GDPR Madde 6(1)(b) temelinde bireysel bir hesap olusturmak ve yoénetmek amaciyla
hesap kaydi (Uygulama Huikim ve Kosullarina uygun olarak elektronik yollarla
hizmetlerin saglanmasina iliskin bir sézlesmenin ifasi),

1.2. GDPR Madde 6(1)(b) temelinde Dijital igerigin teslimi igin bir Sézlesmenin ifa edilmesi
amaciyla Uygulamaya Siparis verilmesi (bir sézlesmenin ifasi)

1.3. Elektronik yollarla ticari bilgi gdndermek amaciyla Haber Bllteni'ne abone olmak.
Kigisel veriler, GDPR Madde 6 (1) (a) temelinde ayri onay alindiktan sonra iglenir,

1.4. GDPR Madde 6(1)(b) (s6zlesmenin ifasi) temelinde Dijital Hizmetlerin sunulmasi igin
bir S6zlesmenin ifasi amaciyla Kullanici tarafindan Hesaplama Formunun kullaniimasi.

ISLENEN KiSISEL VERI TURLERI Kullanici, asagidaki durumlarda sunlari saglar:

2.1. Hesap: giris, e-posta adresi,

2.2. Siparis: ad ve soyad, NIP, e-posta adresi, telefon numarasi

2.3. Biilten: e-posta adresi,

2.4. Hesaplama Formu: ad ve soyad, e-posta adresi.

Kullanicilar tarafindan gonderilen kisisel veriler, Veri Sorumlusu tarafindan asagidaki

saklama sureleri boyunca saklanir:

3.1. Yasal dayanak sozlegsmenin yerine getiriimesi ise: kigisel veriler, bir sézlesmenin
yerine getirilmesi igin gerekli oldugu surece ve daha sonra herhangi bir yasal
zamanagimi veya sinirflama siresinin sona ermesine kadar saklanir. Ozel bir
yonetmelik aksini 6ngérmedikge, sinirlama sdresi alti yil iken, dbénemsel
performanslara iliskin talepler ve ticari faaliyetin yarutilmesiyle ilgili talepler icin - G¢
yildir.

3.2. Yasal dayanak riza ise: kisisel veriler, rizanin geri ¢cekilmesine kadar ve daha sonra
Veri Sorumlusu tarafindan ileri surllebilecek veya Veri Sorumlusuna kargi ileri
surulebilecek iddialar icin herhangi bir yasal zamanasimi veya sinirlama suresinin
sona ermesine kadar saklanir. Ozel bir yénetmelik aksini dngérmedikge, sinirlama
suresi alti yil iken, dénemsel performanslara iligkin talepler ve ticari faaliyetin
yuratulmesiyle ilgili talepler igin - Gg yildir.

. Veri Denetleyicisi, 6zellikle asagidakiler dahil olmak Gzere ek Kullanici bilgileri toplayabilir:

bir Kullanicinin bilgisayar IP adresi, internet saglayicisinin IP adresi, alan adi, tarayici tird,
ziyaret suresi, isletim sistemi.

Veri Sahibi, GDPR Madde 6 (1) (a) uyarinca bu tir bir isleme igin ayrica bir onay vermisse,
kisisel verileri elektronik pazarlama mesaijlari géndermek veya telefon yoluyla dogrudan



pazarlama amaciyla islenebilir — 18 Temmuz 2002 tarihli Elektronik Hizmetlerin

Saglanmasi Yasasi'nin 10. maddesinin 2. fikrasi veya 172. maddesi uyarinca, 16 Temmuz

2004 tarihli Telekomiinikasyon Yasasi'nin 1. bolimu, Veri Sahibinin bu tir iletisimleri

almay! kabul etmesi durumunda profilli pazarlama iletisimleri de dahil olmak Uzere.

Gezinme Kullanicilari ayrica, tiklamaya karar verdikleri baglantilar ve baglantilar veya

Uygulamada gercgeklestirilen diger faaliyetler hakkinda bilgiler de dahil olmak Uzere

gezinme verilerini toplayabilir. Bu tur bir faaliyetin yasal dayanagi, Veri Denetleyicisinin

elektronik hizmetlerin kullanimini  kolaylastirmaktan ve bu hizmetlerin iglevselligini

iyilestirmekten olugan mesru menfaati Madde 6 (1) (f) GDPR'dir.

. Kisisel verilerin Uygulamaya goénderilmesi gonullilik esasina dayanir.

. Veri Denetleyicisi, veri konularinin g¢ikarlarini korumak igin tim makul adimlari atacak ve

tum verilerin su sekilde olmasini saglayacaktir:

8.1. hukuka uygun olarak islenmis,

8.2. yalnizca belirtilen, yasal amaglar icin elde edilen ve bu amaglarla uyumlu olmayan
herhangi bir sekilde daha fazla islenmeyen,

8.3. iglendigi amaclarla ilgili olarak olgusal olarak dogru, yeterli ve ilgili; veri sahibinin
kimliginin belirlenmesine izin veren bir bicimde, bu amaclar i¢in gerekli olandan daha
uzun sure saklanmaz.

§3

KiSISEL BILGILERE UGUNCU TARAF ERiSimi
Masterilerin kisisel verileri, Uygulamayi ¢alistirirken Veri Denetleyicisi tarafindan kullanilan
hizmet saglayicilara, 6zellikle de asagidakiler i¢in saglanir:
1.1. 6deme sistemi saglayicilari,
1.2. muhasebe ofisi,
1.3. barindirma saglayicilari,
1.4. is operasyonlarini mimkun kilan yazilim saglayicilari,
1.5. ¢cevrimici bir Uygulamayi ¢alistirmak igin gereken yazilim saglayicisi.
Bu paragrafin 1. maddesinde atifta bulunulan ve sbzlesmeye dayall dizenlemelere ve
kosullara bagli olarak kigisel verilerin aktarildigi hizmet saglayicilar veya bu verilerin
islenme amagclari ve yéntemlerine iliskin olarak Veri Sorumlusunun talimatlarina tabi olan
(islemciler) veya islenme amaglarini ve ydntemlerini bagimsiz olarak tanimlayan hizmet
saglayicilar (yoneticiler).
Musterilerin Kigisel verileri, Gizlilik Politikasinin §5 madde 5'ine tabi olarak yalnizca Avrupa
Ekonomik Alani'nda (AEA) saklanir.

§4
KONTROL, ERIiSiM VE DUZELTME HAKKI

Her Kullanici, kisisel verilerine erisme ve/veya bunlari dizeltme hakkinin yani sira silme
hakkina, igslemeyi kisitlama hakkina, veri tasinabilirligi hakkina, islemeye itiraz etme
hakkina ve geri cekilmeden 6nce rizaya dayali islemenin yasalligini etkilemeden herhangi
bir zamanda rizayi geri gekme hakkina sahiptir.
Veri sahiplerinin haklarinin yasal dayanagi:

a) Kisisel verilere erisim — GDPR Madde 15
) Kisisel verilerin diizeltiimesi — GDPR madde 16,
) Kisisel verilerin silinmesi (unutulma hakki) - GDPR madde 17,
) Veri islemenin kisitlanmasi — GDPR Madde 18,
) Veri taginabilirligi — GDPR'nin 20. maddesi,

f) islemeye itiraz— GDPR Madde 21,

g) isleme izninin geri gekilmesi — GDPR Madde 7 (3).
Kullanici, asagidaki adrese bir e-posta mesaji gondererek 2. madde kapsamindaki
haklarini kullanabilir: solveredu@solveredu.com
Bir veri sahibinin haklarnyla ilgili herhangi bir talep alinirsa, Veri Denetleyicisi, talebi
aldiktan sonra en geg bir ay icinde olmak kaydiyla, bir Kullanicinin talebine gecikmeksizin
uymall veya bu talebi yerine getirmeyi reddetmelidir. Ancak, bir talebin karmasik olmasi
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veya Veri Sorumlusunun daha fazla talep almasi durumunda, Veri Sorumlusu yanit verme
suresini iki ay daha uzatabilir. Boyle bir durumda, Veri Denetleyicisi, talebini aldiktan sonra
bir ay icinde Kullaniciy1 bilgilendirecek ve uzatmanin neden gerekli oldugunu
acgiklamalidir.

Veri sahibi, kendisiyle ilgili kisisel verilerle baglantili olarak GDPR'nin ihlal edildigini

disunurse, Kisisel Verileri Koruma Dairesi Bagkani'na sikayette bulunabilir.

§5
CEREZ POLITIKASI
Uygulama c¢erezleri kullanir.
Cerezler, Uygulama aracihigiyla elektronik hizmetlerin saglanmasi i¢in gereklidir. Cerezler,
Uygulama'nin diizgin bir sekilde ¢alismasi ve Uygulama trafiginin istatistiksel analizi i¢in
gerekli olan bilgileri icerir.
Uygulama iki ttr ¢gerez kullanir: "oturum" gerezleri ve "kalici" gerezler.
a) "Oturum" cerezleri, Kullanici oturumu kapatana (Uygulamadan ayrilana) kadar
Kullanicinin son cihazinda saklanan gecici dosyalardir.
b) "Kalicl" g¢erezler, belirli bir sire sonra manuel veya otomatik olarak silinene kadar
Kullanicinin cihazinda saklanir.
Veri Denetleyicisi, bireysel Kullanicilarin Uygulama ile nasil etkilesime girdigi hakkinda bilgi
saglamak icin kendi cerezlerini kullanir. Bu dosyalar, Kullanicilarin Uygulamay! nasil
kullandigi, Uygulamanin ne tur bir Uygulama tarafindan Kullaniciya yonlendirildigi,
ziyaretlerin sikhd1 ve her ziyaretin saati hakkinda bilgi toplar. Bu bilgiler, Kullanicilarin
kisisel verilerini kaydetmez ve yalnizca Uygulama trafiginin istatistiksel analizi icin kullanilir.
Veri Denetleyicisi, bir web analiz araci olan Google Analytics (Uglincii taraf cerezleri igin
veri denetleyicisi: ABD merkezli Google Inc.) araciliiyla genel ve anonim statik verileri
toplamak amaciyla ugtncu taraf ¢erezleri kullanir.
"Cerezler" dosyalari, Kullanicinin Store'u kullanma sekline gére uyarlanmis reklamlari
goruntilemek icin reklam aglari, 6zellikle de Google agi tarafindan da kullanilabilir. Bu
amagla, Kullanicinin gezinme yolu veya belirli bir sayfada gegirilen slire hakkinda bilgi
depolayabilirler.
Kullanicl, tarayici penceresindeki ayarlari degistirerek "gerez" dosyalarinin bilgisayarina
erisimine karar verme hakkina sahiptir. "Cerez" dosyalarinin islenme olasiligi ve yontemleri
hakkinda ayrintili bilgi, yazihm (web tarayicisi) ayarlarinda da mevcuttur.

§6

KULLANICININ UYGULAMADAKI ETKINLIGIYLE ILGILI EK HIZMETLER
Uygulama, sosyal ag sitelerinin sosyal eklentileri ("eklentiler") olarak adlandirilir. Bu tir bir
eklenti iceren Uygulamay! gorintileyerek, Kullanicinin tarayicisi sunucularla dogrudan bir
baglanti kuracaktir.
Eklentinin igeridi, verilen hizmet saglayici tarafindan dogrudan Kullanicinin tarayicisina
iletilir ve Uygulama ile entegre edilir. Bu entegrasyon sayesinde, hizmet sadlayicilar,
Kullanicinin s6z konusu hizmet saglayicida bir profili olmasa veya su anda kendisinde
oturum agmamis olsa bile, Kullanicinin tarayicisinin Uygulamayi goruntiledigine dair bilgi
alir. Bu tir bilgiler (Kullanicinin IP adresi ile birlikte) tarayici tarafindan dogrudan verilen
hizmet saglayicinin sunucusuna (bazi sunucular ABD'de bulunur) gonderilir ve orada
saklanir.
Kullanici yukaridaki sosyal ag sitelerinden birinde oturum agarsa, hizmet saglayici
Uygulama ziyaretini dogrudan Kullanicinin s6z konusu sosyal ag sitesindeki profiline
atayabilecektir.
Kullanici belirli bir eklentiyi kullanirsa, 6rnedin "Begen" diugmesine veya "Paylas"
digmesine tiklayarak, ilgili bilgiler de dogrudan s6z konusu hizmet saglayicinin
sunucusuna gonderilecek ve orada saklanacaktir.
Veri toplamanin amaci ve kapsami ve bunlarin hizmet saglayicilar tarafindan daha fazla
islenmesi ve kullaniimasinin yani sira iletisim olasiligi ve Kullanicinin bu konudaki haklari



ve Kullanicinin gizliliginin korunmasini saglayan ayarlarin yapilmasi olasiligi hizmet
saglayicilarin gizlilik politikasinda aciklanmigtir:
https://policies.google.com/privacy ?hl=pl&gl=2Z.

Kullanici, sosyal ag hizmetlerinin Uygulama'ya yaptigi ziyaretler sirasinda toplanan verileri
dogrudan belirli bir Uygulama'daki profiline atamasini istemiyorsa, Uygulama'yi ziyaret
etmeden 6nce bu Uygulama'dan cikis yapmalidir. Kullanici ayrica, uygun tarayici
uzantilarini kullanarak, ornegin "NoScript" kullanarak komut dosyalarini engelleyerek
eklentilerin sayfaya yuklenmesini tamamen engelleyebilir.

Urdinlerimizi/hizmetlerimizi gelistirmek ve pazarlamak igin davranigsal dlglimler, sl
haritalari ve oturum tekrari araciligiyla web sitemizi nasil kullandiginizi ve web sitemizle
nasil etkilesim kurdugunuzu yakalamak igin Microsoft Clarity ve Microsoft Advertising ile
ortaklik yapiyoruz. Web sitesi kullanim verileri, GrGinlerin/hizmetlerin ve gevrimigi etkinligin
populerligini belirlemek igin birinci ve Uglncu taraf cerezleri ve diger izleme teknolojileri
kullanilarak toplanir. Ek olarak, bu bilgileri site optimizasyonu, dolandiricilik/gtvenlik
amagclari ve reklamcilik igin kullaniriz. Microsoft'un verilerinizi nasil topladidi ve kullandigi
hakkinda daha fazla bilgi icin Microsoft Gizlilik Bildirimi'ni ziyaret edin.

§7

NiHAI HUKUMLER
Veri Denetleyicisi, islenecek verilerin niteligine uygun bir gavenlik seviyesi saglayarak
isleme sirasinda verileri korumak icin gerekli tim teknik ve organizasyonel guvenlik
onlemlerini uygulayacak ve 6zellikle verileri yetkisiz erisime, ele gegirmeye, yasalara aykiri
olarak islemeye, degistirmeye, kaybolmaya, hasara veya imhaya kars| koruyacaktir.
Hizmet Sadlayici, elektronik kisisel verileri yetkisiz dinleme veya degistirmeye karsi
korumak icin uygun teknik dnlemleri alacaktir.
Bu Gizlilik Politikasinda belirtiimeyen durumlarda, GDPR'nin ilgili hikimlerinin yani sira
Polonya yasalarinin gegerli hUkumleri de gecerli olacaktir.



